Come previsto dall’art. 5 lett. e) del d.1gs. n. 24/2023 - rubricato “Gestione del canale di segnalazione
interna”, gli Enti sono tenuti a mettere a disposizione degli interessati informazioni chiare sul canale,
sulle procedure e sui presupposti per effettuare le segnalazioni interne, nonché sul canale, sulle
procedure e sui presupposti per effettuare le segnalazioni esterne. Tali informazioni devono essere
esposte e rese facilmente visibili nei luoghi di lavoro, e devono essere accessibili anche alle persone
che pur non frequentando i luoghi di lavoro intrattengono un rapporto giuridico in una delle forme di
cui all'articolo 3 co. 3 e 4 del d.Igs. n. 24/2023.

Inoltre, I’ultima parte dell’art. 5 lett. ) del d.Igs. n. 24/2023 stabilisce che “Se dotati di un proprio sito
internet, i soggetti del settore pubblico e del settore privato pubblicano le informazioni di cui alla

presente lettera anche in una sezione dedicata del suddetto sito”.
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DESCRIZIONE

In attuazione della Direttiva (UE) 2019/1937, ¢ stato emanato il d.Igs. n. 24 del 10 marzo 2023
riguardante “la protezione delle persone che segnalano violazioni del diritto dell’Unione e recante
disposizioni riguardanti la protezione delle persone che segnalano violazioni delle disposizioni
normative nazionali”.

11 decreto ¢ entrato in vigore il 30 marzo 2023 e le disposizioni ivi previste avranno effetto a partire dal
15 luglio 2023.

11 d.1gs. n. 24/2023 si applica ai soggetti pubblici e privati di cui all’art. 2 co. 1 lett. p) e q) del decreto.

Per quanto concerne i soggetti pubblici obbligati, il decreto si applica:

e alle amministrazioni pubbliche di cui all’articolo 1, comma 2, del decreto legislativo 30 marzo
2001, n. 165;

e alle autorita amministrative indipendenti di garanzia, vigilanza o regolazione;

e agli enti pubblici economici;

e agli organismi di diritto pubblico di cui all’articolo 3, comma 1, lettera d), del decreto legislativo
18 aprile 2016, n. 50;

e ai concessionari di pubblico servizio, alle societa a controllo pubblico e alle societa in house, cosi
come definite, rispettivamente, dall’articolo 2, comma 1, lettere m) e o), del decreto legislativo 19
agosto 2016, n. 175, anche se quotate.

L’art. 4 co. 1 del d.1gs. n. 24/2023 dispone che i soggetti obbligati a rispettare il decreto attivino canali
interni di segnalazione “che garantiscano, anche tramite il ricorso a strumenti di crittografia, la
riservatezza dell identita della persona segnalante, della persona coinvolta e della persona comunque
menzionata nella segnalazione, nonché del contenuto della segnalazione e della relativa
documentazione”.

HI E RIVOLTO

Chi puo segnalare?

Ai sensi dell’art. 3 del d.1gs. n. 24/2023, tra i soggetti legittimati a effettuare segnalazioni rientrano:

¢ idipendenti delle amministrazioni pubbliche di cui all’articolo 1, comma 2, del decreto legislativo
30 marzo 2001, n. 165, ivi compresi i dipendenti di cui all’articolo 3 del medesimo decreto, nonché
i dipendenti delle autorita amministrative indipendenti di garanzia, vigilanza o regolazione;

¢ idipendenti degli enti pubblici economici, degli enti di diritto privato sottoposti a controllo pubblico
ai sensi dell’articolo 2359 del codice civile, delle societa in house, degli organismi di diritto
pubblico o dei concessionari di pubblico servizio;

e i lavoratori autonomi, ivi compresi quelli indicati al capo I della legge 22 maggio 2017, n. 81,
nonché i titolari di un rapporto di collaborazione di cui all’articolo 409 del codice di procedura
civile e all’articolo 2 del decreto legislativo n. 81 del 2015, che svolgono la propria attivita
lavorativa presso soggetti del settore pubblico o del settore privato;

e i lavoratori o i collaboratori, che svolgono la propria attivita lavorativa presso soggetti del settore
pubblico o del settore privato che forniscono beni o servizi o che realizzano opere in favore di terzi;

e i liberi professionisti ¢ i consulenti che prestano la propria attivita presso soggetti del settore
pubblico o del settore privato;



i volontari e i tirocinanti, retribuiti e non retribuiti, che prestano la propria attivita presso soggetti
del settore pubblico o del settore privato;

gli azionisti e le persone con funzioni di amministrazione, direzione, controllo, vigilanza o
rappresentanza, anche qualora tali funzioni siano esercitate in via di mero fatto, presso soggetti del
settore pubblico o del settore privato.

Che cosa si puo segnalare?

Comportamenti, atti od omissioni che ledono I’interesse pubblico o I’integrita dell’amministrazione
pubblica o dell’ente privato e che consistono in:

illeciti amministrativi, contabili, civili o penali;

condotte illecite rilevanti ai sensi del decreto legislativo 231/2001, o violazioni dei modelli di
organizzazione e gestione ivi previsti;

illeciti che rientrano nell’ambito di applicazione degli atti dell’Unione europea o nazionali relativi
ai seguenti settori: appalti pubblici; servizi, prodotti e mercati finanziari e prevenzione del
riciclaggio e del finanziamento del terrorismo; sicurezza e conformita dei prodotti; sicurezza dei
trasporti; tutela dell’ambiente; radioprotezione e sicurezza nucleare; sicurezza degli alimenti e dei
mangimi e salute e benessere degli animali; salute pubblica; protezione dei consumatori; tutela della
vita privata e protezione dei dati personali e sicurezza delle reti e dei sistemi informativi;

atti od omissioni che ledono gli interessi finanziari dell’Unione;

atti od omissioni riguardanti il mercato interno;

atti o comportamenti che vanificano ’oggetto o la finalita delle disposizioni di cui agli atti
dell’Unione.

COME FARE

I canali di segnalazioni disponibili per il segnalante (o whistleblower) sono i seguenti:

canale interno (nell’ambito del contesto lavorativo);

canale esterno di segnalazione all’ Autorita Nazionale Anticorruzione (ANAC). Di seguito si indica
il link per ulteriori informazioni sul canale esterno e per accedere alla piattaforma di ANAC:
https://www.anticorruzione.it/-/whistleblowing );

divulgazione pubblica (tramite la stampa, mezzi elettronici o mezzi di diffusione in grado di
raggiungere un numero elevato di persone);
denuncia all’ Autorita giudiziaria o contabile.

Scelta del canale di segnalazione

In via prioritaria, i segnalanti sono incoraggiati a utilizzare il canale interno e, solo al ricorrere di certe
condizioni, possono effettuare una segnalazione esterna o una divulgazione pubblica.

I segnalanti possono utilizzare il canale esterno (ANAC) quando:

non ¢ prevista, nell’ambito del contesto lavorativo, 1’attivazione obbligatoria del canale di
segnalazione interna ovvero questo, anche se obbligatorio, non ¢ attivo o, anche se attivato, non ¢
conforme a quanto richiesto dalla legge;

la persona segnalante ha gia effettuato una segnalazione interna e la stessa non ha avuto seguito;
la persona segnalante ha fondati motivi di ritenere che, se effettuasse una segnalazione interna, alla
stessa non sarebbe dato efficace seguito ovvero che la stessa segnalazione potrebbe determinare un
rischio di ritorsione;


https://www.anticorruzione.it/-/whistleblowing

e la persona segnalante ha fondato motivo di ritenere che la violazione possa costituire un pericolo
imminente o palese per il pubblico interesse.

2. Isegnalanti possono effettuare direttamente una divulgazione pubblica quando:

e la persona segnalante ha previamente effettuato una segnalazione interna ed esterna ovvero ha
effettuato direttamente una segnalazione esterna e non ¢ stato dato riscontro entro i termini stabiliti
in merito alle misure previste o adottate per dare seguito alle segnalazioni;

e la persona segnalante ha fondato motivo di ritenere che la violazione possa costituire un pericolo
imminente o palese per il pubblico interesse;

¢ lapersona segnalante ha fondato motivo di ritenere che la segnalazione esterna possa comportare il
rischio di ritorsioni o possa non avere efficace seguito in ragione delle specifiche circostanze del
caso concreto, come quelle in cui possano essere occultate o distrutte prove oppure in cui vi sia
fondato timore che chi ha ricevuto la segnalazione possa essere colluso con l'autore della violazione
o coinvolto nella violazione stessa.

Condizioni per la segnalazione

Ragionevolezza

Al momento della segnalazione o della denuncia all’autorita giudiziaria o contabile o della divulgazione
pubblica, la persona segnalante o denunciante deve avere un ragionevole e fondato motivo di ritenere
che le informazioni sulle violazioni segnalate, divulgate pubblicamente o denunciate siano vere e
rientrino nell’ambito del d.lgs. n. 24/2023.

Modalita
La segnalazione o divulgazione pubblica deve essere effettuata utilizzando i canali previsti (interno,
esterno e divulgazione pubblica) secondo i criteri indicati sopra.

Valutazione dell’interesse pubblico e dell’interesse personale del segnalante

Le segnalazioni devono essere effettuate nell’interesse pubblico o nell’interesse alla integrita
dell’amministrazione pubblica o dell’ente privato. I motivi che hanno indotto la persona a segnalare,
denunciare o divulgare pubblicamente sono irrilevanti ai fini della sua protezione.

Protezione della riservatezza delle persone segnalanti

e [’identita del segnalante non puo essere rivelata a persone diverse da quelle competenti a ricevere
o a dare seguito alle segnalazioni. I diritti di cui agli articoli da 15 a 22 del regolamento (UE)
2016/679 (GDPR) non possono essere esercitati qualora dal loro esercizio derivi un pregiudizio alla
riservatezza dell’identita del segnalante, ai sensi dell’art. 2-undecies del d.1gs. n. 196/2003;

e La protezione riguarda non solo il nominativo del segnalante ma anche tutti gli elementi della
segnalazione dai quali si possa ricavare, anche indirettamente, 1’identificazione del segnalante;

e [a segnalazione ¢ sottratta all’accesso agli atti amministrativi e al diritto di accesso civico
generalizzato;

e La protezione della riservatezza ¢ estesa all’identita delle persone coinvolte e delle persone
menzionate nella segnalazione fino alla conclusione dei procedimenti avviati in ragione della
segnalazione, nel rispetto delle medesime garanzie previste in favore della persona segnalante.

Segnalazioni anonime e loro trattazione

Le segnalazioni da cui non ¢ possibile ricavare I’identita del segnalante sono considerate anonime. Le
segnalazioni anonime sono considerate alla stregua di segnalazioni ordinarie e non whistleblowing. Nei
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casi di segnalazione, denuncia all’autorita giudiziaria o contabile o divulgazione pubblica anonime, se
la persona segnalante ¢ stata successivamente identificata e ha subito ritorsioni si applicano le misure
di protezione per le ritorsioni. Il Comune di Villasanta ¢ dunque tenuto a registrare le segnalazioni
anonime ricevute e a conservare la relativa documentazione non oltre cinque anni decorrenti dalla data
di ricezione di tali segnalazioni, rendendo cosi possibile rintracciarle nel caso in cui il segnalante - o chi
abbia sporto denuncia - comunichi ad ANAC di aver subito misure ritorsive in conseguenza di una
segnalazione o denuncia anonima.

Canali interni di segnalazione del Comune di Villasanta, ai sensi dell’art. 4 del d.Igs. n. 24/2023:

o Piattaforma Legal Whistleblowing
e Busta chiusa
e Segnalazione orale, in presenza o per via telefonica

Modalita di gestione delle segnalazioni da parte del Comune di Villasanta

Ai sensi dell’art. 4 co. 5 del d.Igs. n. 24/2023, “I soggetti del settore pubblico cui sia fatto obbligo di
prevedere la figura del responsabile della prevenzione della corruzione e della trasparenza, di cui
all’articolo 1, comma 7, della legge 6 novembre 2012, n. 190 (...), affidano a quest 'ultimo la gestione

del canale di segnalazione interna’.

Il Responsabile della Prevenzione della Corruzione e della Trasparenza (in seguito il “RPCT”), ha

il compito di gestire i canali di segnalazione interna di cui sopra.

Una volta che abbia ricevuto una segnalazione rientrante nell’ambito di applicazione del d.lgs. n.
24/2023, il RPCT deve:

e dare avviso alla persona segnalante del ricevimento della segnalazione entro 7 giorni dalla data del
suo ricevimento, salvo esplicita richiesta contraria della persona segnalante ovvero salvo il caso in
cui il RPCT ritenga che I’avviso pregiudicherebbe la protezione della riservatezza dell’identita della
persona segnalante;

e mantenere le interlocuzioni con la persona segnalante e richiedere a quest’ultima, se necessario,
integrazioni;

e dare diligente seguito alle segnalazioni ricevute;

o fornire riscontro alla segnalazione entro tre mesi dalla data dell’avviso di ricevimento o, in
mancanza di tale avviso, entro tre mesi dalla scadenza del termine di sette giorni dalla presentazione
della segnalazione.

COSA SERVE

Al fine di presentare una segnalazione interna, oltre agli altri canali indicati sopra il Comune di
Villasanta offre la possibilita di utilizzare la piattaforma Legal Whistleblowing.

L’accesso alla piattaforma non necessita di iscrizione e le segnalazioni caricate possono essere
visualizzate e gestite dal solo responsabile per la prevenzione della corruzione e della trasparenza
(RPCT).



La piattaforma Legal Whistleblowing offre i piu alti standard di sicurezza informatica e riservatezza
delle informazioni richieste dal d.lgs. n. 24/2023 e dalla normativa in protezione dei dati personali, € in
particolare dal regolamento (UE) 2016/679 (GDPR).

L’utilizzo di un protocollo di crittografia garantisce la protezione dei dati identificativi dell’identita del
segnalante.

Inoltre, il segnalante, dopo aver effettuato la segnalazione riceve un codice identificativo univoco dalla
piattaforma che gli permette di dialogare con il RPCT in modo anonimo e diretto.

Grazie all’utilizzo del protocollo di crittografia il livello di riservatezza ¢ dunque aumentato rispetto
alle tradizionali modalita cartacea o orale di effettuazione della segnalazione. Per tale motivo si
consiglia di utilizzare esclusivamente la piattaforma informatica. D’altro canto, 1’utilizzo della
piattaforma informatica garantisce anche una maggiore celerita di trattazione delle segnalazioni, a
garanzia di una piu efficace tutela del segnalante.

Istruzioni per I’uso della piattaforma Legal Whistleblowing

e E possibile accedere all’applicazione tramite il seguente URL:
https://comunedivillasanta.legalwb.it/

e Registrando la tua segnalazione sulla piattaforma, otterrai un codice identificativo univoco, “key
code”, che dovrai utilizzare per “dialogare” con il RPCT in modo diretto e per essere costantemente
informato sullo stato di lavorazione della segnalazione inviata.

Informazione importante: ricordati di conservare con cura il codice identificativo univoco della
segnalazione, in quanto, in caso di smarrimento, lo stesso non potra essere recuperato o duplicato in
alcun modo.

Rete Tor

A maggior tutela dell’identita del segnalante, la piattaforma ¢ utilizzabile anche tramite rete TOR
attraverso link indicato nella homepage della piattaforma. Per accedere alla piattaforma tramite rete
TOR ¢ necessario dotarsi di apposito browser scaricabile al seguente link:
https://www.torproject.org/it/.

La rete TOR garantisce, oltre alla tutela del contenuto della trasmissione, anche 1’anonimato degli
estremi delle trasmissioni medesime tra il segnalante e I’applicazione, rendendo impossibile per il
destinatario e per tutti gli intermediari nella trasmissione avere traccia dell’indirizzo internet del
mittente (per approfondimenti https://www.torproject.org/it/).

COSA SI OTTIENE

I1 RPCT fornisce riscontro alla segnalazione entro tre mesi dalla data dell’avviso di ricevimento o, in
mancanza di tale avviso, entro tre mesi dalla scadenza del termine di sette giorni previsto per inviare al
segnalante avviso di ricevimento della presentazione della segnalazione.

TEMPI E SCADENZE

I1 RPCT fornisce riscontro alla segnalazione entro tre mesi dalla data dell’avviso di ricevimento o, in
mancanza di tale avviso, entro tre mesi dalla scadenza del termine di sette giorni previsto per inviare al
segnalante avviso di ricevimento della presentazione della segnalazione.
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Come anticipato sopra, si ricorda che nel caso di mancato riscontro nei termini previsti il segnalante
puo effettuare una segnalazione ad ANAC. Tutte le informazioni sono disponibili sul sito internet di
ANAC (https://www.anticorruzione.it/) nella sezione dedicata alle segnalazioni whistleblowing.

Ai sensi dell’art. 14 co. 1 del d.lgs. n. 24/2023, “le segnalazioni, interne ed esterne, e la relativa
documentazione sono conservate per il tempo necessario al trattamento della segnalazione e comunque
non oltre cinque anni a decorrere dalla data della comunicazione dell esito finale della procedura di
segnalazione”.

ACCEDI AL SERVIZIO

Link alla piattaforma Legal Whistleblowing: https://comunedivillasanta.legalwb.it/

Accedendo al servizio si dichiara di aver preso visione dell'informativa sul trattamento dei dati personali
fornita ai sensi dell'art. 13 del Regolamento (UE) 2016/679

ALLEGATI

e Informativa sul trattamento dei dati personali nell’ambito delle segnalazioni whistleblowing ai sensi
dell’art. 13 del regolamento (UE) 2016/679

ULTERIORI INFORMAZIONI

Rispetto della normativa in materia di protezione dei dati personali

11 trattamento di dati personali relativi al ricevimento e alla gestione delle segnalazioni ¢ effettuato dai
soggetti del settore pubblico e privato, nonché da ANAC, in qualita di titolari del trattamento, nel
rispetto dei principi europei e nazionali in materia di protezione di dati personali, fornendo idonee
informazioni alle persone segnalanti e alle persone coinvolte nelle segnalazioni, nonché adottando
misure appropriate a tutela dei diritti e delle liberta degli interessati.

Inoltre, 1 diritti di cui agli articoli da 15 a 22 del regolamento (UE) 2016/679 possono essere esercitati
nei limiti di quanto previsto dall’articolo 2-undecies del decreto legislativo 30 giugno 2003, n. 196.

Le segnalazioni interne ed esterne ¢ la relativa documentazione sono conservate per il tempo necessario
al trattamento della segnalazione e comunque non oltre 5 anni a decorrere dalla data della
comunicazione dell’esito finale della procedura di segnalazione, nel rispetto degli obblighi di
riservatezza di cui alla normativa europea e nazionale in materia di protezione di dati personali.

Misure di protezione da e di sanzione delle ritorsioni

Che cosa si intende per ‘ritorsione’?

Qualsiasi comportamento, atto od omissione, anche solo tentato o minacciato, posto in essere in ragione
della segnalazione, della denuncia all’autorita giudiziaria o contabile, o della divulgazione pubblica e
che provoca o puo provocare, alla persona segnalante o alla persona che ha sporto la denuncia, in via
diretta o indiretta, un danno ingiusto, da intendersi come danno ingiustificato.

Esempi di comportamenti ritorsivi:


https://www.anticorruzione.it/
https://comunedivillasanta.legalwb.it/
Informativa%20WB%20Legal.pdf
Informativa%20WB%20Legal.pdf

e il licenziamento, la sospensione o misure equivalenti;

e laretrocessione di grado o la mancata promozione;

e il mutamento di funzioni, il cambiamento del luogo di lavoro, la riduzione dello stipendio, la
modifica dell'orario di lavoro;

¢ lasospensione della formazione o qualsiasi restrizione dell'accesso alla stessa;

¢ le note di merito negative o le referenze negative;

e 1’adozione di misure disciplinari o di altra sanzione, anche pecuniaria;

e la coercizione, I’intimidazione, le molestie o 1’ostracismo;

e la discriminazione o comunque il trattamento sfavorevole;

e la mancata conversione di un contratto di lavoro a termine in un contratto di lavoro a tempo
indeterminato, laddove il lavoratore avesse una legittima aspettativa a detta conversione;

e il mancato rinnovo o la risoluzione anticipata di un contratto di lavoro a termine;

e i danni, anche alla reputazione della persona, in particolare sui social media, o i pregiudizi
economici o finanziari, comprese la perdita di opportunita economiche e la perdita di redditi;

e l'inserimento in elenchi impropri sulla base di un accordo settoriale o industriale formale o
informale, che pud comportare I’impossibilita per la persona di trovare un'occupazione nel settore
o nell'industria in futuro;

e la conclusione anticipata o I'annullamento del contratto di fornitura di beni o servizi;

e l'annullamento di una licenza o di un permesso;

e larichiesta di sottoposizione ad accertamenti psichiatrici o medici.

Competenza ad accertare la ritorsione

La gestione delle comunicazioni di ritorsioni nel settore pubblico e nel settore privato compete ad
ANAC che puo avvalersi, per quanto di rispettiva competenza, della collaborazione dell'lspettorato
della funzione pubblica e dell'lIspettorato nazionale del lavoro.

La dichiarazione di nullita degli atti ritorsivi spetta all’ Autorita giudiziaria.

Prova della ritorsione

ANAC deve accertare che il comportamento (atto o omissione) ritenuto ritorsivo sia conseguente alla
segnalazione, denuncia o divulgazione.

Una volta che il segnalante provi di aver effettuato una segnalazione in conformita alla normativa e di
aver subito un comportamento ritenuto ritorsivo, spetta al datore di lavoro 1’onere di provare che tale
comportamento non ¢ in alcun modo collegato alla segnalazione.

Trattandosi di una presunzione di responsabilita, ¢ necessario che le prove in senso contrario emergano
nel contraddittorio davanti ad ANAC. A tal fine ¢ fondamentale che il presunto responsabile fornisca
tutti gli elementi da cui dedurre 1’assenza della natura ritorsiva della misura adottata nei confronti del
segnalante.

Protezione da ritorsioni estesa ad altri soggetti

La protezione si applica anche:

e al facilitatore (persona fisica che assiste il segnalante nel processo di segnalazione e operante
all’interno del medesimo contesto lavorativo);

e alle persone del medesimo contesto lavorativo della persona segnalante, di colui che ha sporto una
denuncia o di colui che ha effettuato una divulgazione pubblica e che sono legate ad essi da uno
stabile legame affettivo o di parentela entro il quarto grado;

e aicolleghi di lavoro della persona segnalante o della persona che ha sporto una denuncia o effettuato
una divulgazione pubblica, che lavorano nel medesimo contesto lavorativo della stessa e che hanno
con detta persona un rapporto abituale e corrente;
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e agli enti di propricta della persona segnalante o per i quali le stesse persone lavorano nonché agli
enti che operano nel medesimo contesto lavorativo delle predette persone.

Non punibilita dei segnalanti

Non ¢ punibile chi riveli o diffonda informazioni sulle violazioni:

e coperte dall’obbligo di segreto, diverso da quelli di cui all’art. 1 co. 3 del d.Igs. n. 24/2023 o
e relative alla tutela del diritto d’autore o

e relative alla protezione dei dati personali o

o che offendono la reputazione della persona coinvolta o denunciata

se, al momento della segnalazione, denuncia o divulgazione, aveva ragionevoli motivi di ritenere che
la rivelazione o diffusione delle informazioni fosse necessaria per effettuare la segnalazione e la stessa
¢ stata effettuata nelle modalita richieste dalla legge.

Perdita delle tutele

Le tutele non sono garantite quando ¢ accertata, anche con sentenza di primo grado, la responsabilita
penale della persona segnalante per i reati di diffamazione o di calunnia o comunque per i medesimi
reati commessi con la denuncia all’autorita giudiziaria o contabile ovvero la sua responsabilita civile,
per lo stesso titolo, nei casi di dolo o colpa grave; in tali casi alla persona segnalante o denunciante puo
essere irrogata una sanzione disciplinare.

Misure di sostegno ai segnalanti

Sono previste misure di sostegno che consistono in informazioni, assistenza e consulenze a titolo
gratuito sulle modalita di segnalazione e sulla protezione dalle ritorsioni offerta dalle disposizioni
normative nazionali e da quelle dell’Unione europea, sui diritti della persona coinvolta, nonché sulle
modalita e condizioni di accesso al patrocinio a spese dello Stato.

E istituto presso I’ANAC I’elenco degli Enti del Terzo Settore che forniscono alle persone segnalanti
misure di sostegno. L’elenco, pubblicato dall’ANAC sul proprio sito, contiene gli enti del Terzo settore
che esercitano, secondo le previsioni dei rispettivi statuti, le attivita di cui al decreto legislativo 3 luglio
2017, n. 117, e che hanno stipulato convenzioni con ANAC.

ANAC sta procedendo alla costituzione di tale elenco.
Sanzioni applicabili da ANAC in caso di violazioni della disciplina di cui al d.Igs. n. 24/2023

e da 10.000 a 50.000 euro quando accerta che sono state commesse ritorsioni o quando accerta che
la segnalazione ¢ stata ostacolata o che si ¢ tentato di ostacolarla o che ¢ stato violato 1’obbligo di
riservatezza,

e da 10.000 a 50.000 euro quando accerta che non sono stati istituiti canali di segnalazione, che non
sono state adottate procedure per ’effettuazione e la gestione delle segnalazioni ovvero che
I’adozione di tali procedure non ¢ conforme a quella richiesta dalla legge, nonché quando accerta
che non ¢ stata svolta I’attivita di verifica e analisi delle segnalazioni ricevute;

e da 500 a 2.500 euro, nel caso di perdita delle tutele, salvo che la persona segnalante sia stata
condannata, anche in primo grado, per i reati di diffamazione o di calunnia o comunque per i
medesimi reati commessi con la denuncia all’autorita giudiziaria o contabile.
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